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	The privacy practices of Bethany St. Joseph Corporation (BSJ Corp) designed to protect the privacy, use and disclosure of Protected Health Information ("PHI"), are clearly delineated in the BSJ Corp Notice of Privacy Practices ("Notice") which was developed and is used in accordance with Federal requirements.
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	1. The privacy practices of BSJ Corporation are described in the corporation’s Notice.  Copies of the Notice (Regular and Simplified) are attached to the end of this policy.
2. The privacy practices and requirements of BSJ Corp are further detailed in the Privacy Section of BSJ Corp’s policies.
3. The Notice is provided to residents/clients and/or their legal representatives at the time of admission to a BSJ Corporation facility and upon request.

4. The residents/clients and/or their legal representatives sign an acknowledgement to demonstrate receipt of the Notice.

5. The Notice is reproduced in appropriate employee materials (i.e., the employee handbook) and on the corporate website and is given to all Business Associates.

6. The Notice is reviewed with all current employees and volunteers annually and all new employees and volunteers during their orientation to BSJ Corp.
7. The Notice is available to anyone who requests it.

8. The Notice will be revised as needed to reflect any changes in BSJ Corp’s privacy practices.  Revisions to the Notice will not be implemented prior to the effective date of the revised Notice.

9. When revisions to the Notice are necessary, all current residents/clients, employees, volunteers and Business Associates will receive a revised copy with notation of the changes made.

10. The Privacy Official retains copies of the original Notice and any subsequent revisions for a period of six (6) years from the date of its creation or when it was last in effect, whichever is later.

11. All employees, volunteers and Business Associates of BSJ Corp are required to adhere to the privacy practices as detailed in the Notice, privacy policies and procedures and Business Associate contracts.

12. Violations of BSJ Corp’s privacy practices will result in disciplinary action up to and including termination of employment or contracts.

13. The Notice is posted in a clear and prominent location.

14. The Notice is prominently displayed and available electronically on BSJ Corp’s web site at www.bsjcorp.com.
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	NOTICE OF BSJ CORPORATION PRIVACY PRACTICES



	THIS NOTICE DESCRIBES HOW MEDICAL INFORMATION ABOUT YOU MAY BE USED AND DISCLOSED AND HOW YOU CAN GET ACCESS TO THIS INFORMATION.      PLEASE REVIEW IT CAREFULLY.
How We Protect Your Privacy
We are required by law to protect the privacy of your protected health information and to provide you with this notice of our privacy practices.  We will not disclose confidential information without your authorization unless it is necessary to provide your health benefits and administer ours, or as otherwise required or permitted by law.  When we need to disclose individually identifiable information, we will follow the policies described in this Notice to protect your confidentiality.

We maintain confidential information and have procedures for accessing and storing confidential records.  We restrict internal access to your confidential information to employees who need that information to provide your benefits.  We train those individuals on policies and procedures designed to protect your privacy.  Our Privacy Officer monitors how we follow those policies and procedures and educates our organization on this important topic.

Use and Disclosure of Protected Health Information
Bethany St. Joseph Corporation (BSJ Corp) includes any of BSJ Corporation entities including Bethany St. Joseph Care Center, Marinuka Manor, Norseland Nursing Home, Onalaska Care Center, and BSJ Community Services (Assisted Living facilities, independent senior apartments and Adult Day Care Centers).    

We will not use your confidential information or disclose it to others without your written authorization, except for the following purposes.  When required by law, we will restrict disclosures to the Limited Data Set, or otherwise as necessary, to the minimum necessary information to accomplish the intended purpose.
THE FOLLOWING IS A SUMMARY OF THE CIRCUMSTANCES UNDER WHICH AND PURPOSES FOR WHICH YOUR HEALTH INFORMATION MAY BE USED AND DISCLOSED AFTER YOU HAVE PROVIDED YOUR WRITTEN CONSENT:

To Provide Treatment.  We may use your health information to provide care to you and disclose your health information to others who provide care to you, such as your attending physician and other health care professionals who are involved in your care.  We may also disclose your health care information to individuals outside of the Facility involved in your care including family members, pharmacists, suppliers of medical equipment or other health care professionals.
To Obtain Payment.  We may include your health information in invoices to collect payment from third parties for the care you may receive from the facility.  The facility also may need to obtain prior approval from your insurer and may need to explain to the insurer your need for health care and the services that will be provided to you. 

To Conduct Health Care Operations.  The facility may use or disclose health information for its own operations in order to facilitate the function of the facility and as necessary to provide quality care to all of the facility residents or clients.  Health care operations include activities such as:  

-      Quality assessment and improvement activities.                                                                                                              
-
Activities designed to improve health or reduce health care costs.

-
Protocol development, case management and care coordination.

-
Contacting health care providers and residents with information about treatment alternatives that do not include treatment.

-
Professional review and performance evaluation.

-
Training programs for students, trainees or practitioners in health care under supervision.

-
Accreditation, certification, licensing or credentialing activities.

-      Review and auditing, including compliance reviews, medical reviews, legal services and compliance programs.

-
Business planning and development including cost management and related analyses and formulary development, business management and general administrative activities.

-      Fundraising for the benefit of the Facility and certain marketing activities.

               For the Facility Directory.  Facility may disclose certain information about you including your name, your 
general health status, your religion affiliation and where you are located in a facility directory while you are in the facility.  Facility may disclose this information to people who ask for you by name.  However, religious affiliation will only be disclosed to clergy.  If you do not want Facility to include your information in the directory, you must notify your social worker.

Disclosures to Business Associates.  We contract with individuals and entities (business associates) to perform various functions on our behalf or provide certain types of services.

            Disclosures to Family Members or Others.  Unless you object, we may provide relevant portions of your protected health information to a family member, friend or other person you indicate is involved in your health care or in helping you receive payment for your health care.  If you are not capable of agreeing or objecting to these disclosures because of, for instance, an emergency situation, we will disclose protected health information (as we determine) in your best interest.  After the emergency, we will give you the opportunity to object to future disclosures to family & friends.


The following is a summary of circumstances under which and purposes for which your health information may be disclosed without written consent or authorization:
· Required by law.  We may use and disclose your protected health information to comply with the law.

· Public health activities.  We will disclose protected health information when we report to a public health authority for purposes such as public health surveillance, public health investigations, to notify a person who has been exposed to a communicable disease or at risk of contracting or spreading a disease.
· To Report Abuse, Neglect or Domestic Violence.  We will disclose your protected health information in these reports only if we are required or authorized by law to do so, or if you otherwise agree.

· To Conduct Health Oversight Activities.  We will provide protected health information as requested to government agencies that have the authority to audit or investigate our operations.
· In Connection With Lawsuits and Disputes.  If you are involved in a lawsuit or dispute, we may disclose your protected health information in response to a subpoena or other lawful request, but only if efforts have been made to tell you about the request or obtain a court order that protects the protected health information requested.

· For Law Enforcement Purposes.  We may release protected health information if asked to do so by a law enforcement official in the following circumstances:  (a) to respond to a court order, subpoena, warrant, summons or similar process; (b) to identify or locate a suspect, fugitive, material witness or missing person; (c) to assist the victim of a crime if, under certain limited circumstances, we are unable to obtain the person's agreement; (d) to investigate a death we believe may be due to criminal conduct; (e) to investigate criminal conduct; and (f) to report a crime, its location or victims or the identity, description or location of the person who committed the crime (in emergency circumstances).

· To Coroners, Medical Examiners and Funeral Directors.  We may disclose protected health information to facilitate the duties of these individuals.

· Organ Procurement.  We may disclose protected health information to facilitate organ donation and transplantation.

· Medical Research.  We may disclose protected health information for medical research projects, subject to strict legal restrictions.

· In the Event of a Serious Threat to Health or Safety.  We may disclose your protected health information to someone who can help prevent a serious threat to your health and safety or the health and safety of another person or the general public.

· For Specific Government Functions.  We may disclose protected health information to various departments of the government such as the U.S. military and veterans , national security and intelligence activities, protective services for the President and others, medical suitability determinations and inmates and law enforcement custody.
· For Workers' Compensation or similar programs.  We may disclose your protected health information when necessary to comply with worker's compensation laws.

Authorization to Use or Disclose Health Information
We will not use or disclose your confidential informa​tion for any purpose other than the purposes described in this Notice, without your written authorization. You or your representative may revoke an authorization that you previously have given by sending a written request to our Privacy Officer, but not with respect to any actions we already have taken. 
Your Rights With Respect To Your Health Information
You have the following rights regarding your health information that the facility maintains:

Right to Request Restrictions on Health Information. You may request restrictions on our use and disclosure of your confidential information for the treatment, pay​ment and health care operations purposes explained in this Notice.  While we will consider all requests for restrictions carefully, we are not required to agree to a requested restriction.  However, we must comply with your request to restrict a disclosure of your confidential information for payment or health care operations if you paid for these services in full, out of pocket.

Right to Choose How We Communicate With You.  You have the right to request that the facility communicate with you in a certain way.  For example, you may ask that we only conduct communications pertaining to your health information with you privately with no other family members present or send information to you at a specific address (for example, at work rather than at home) or in a specific manner (for example, by e-mail rather than by regular mail).  If you wish to receive confidential communications, please contact the administrator or designee.  Facility will not request that you provide any reasons for your request and will attempt to honor your reasonable requests for confidential communications.
Right to Inspect and Copy Your Health Information.  Except for limited circumstances, you may review and copy your protected health information.  Your request must be addressed to the Privacy Officer.  In certain situations we may deny your request, but if we do, we will tell you in writing of the reasons for the denial and explain your rights with regard to having the denial reviewed.  If the information you request is in an electronic health record, you may request that these records be transmitted electronically to yourself or a designated individual.  If you request a copy of your health information, the facility may charge a reasonable fee for copying and assembling costs associated with your request.
Alternatively, we may provide you with a summary or explanation of your protected health information, upon your request if you agree to the rules and cost (if any) in advance.

Right to Correct or Update Your Protected Health Information.  If you believe that the protected health information we have is incomplete or incorrect, you may ask us to amend it.  Your request must be made in writing and must be addressed to the Privacy Officer. To process your request, you must use the form we provide and explain why you think the amendment is appropriate.  The request may be denied if your health information records were not created by the facility or a part of the facility’s records, if the health information you wish to amend is not part of the information you or your representative are permitted to inspect and copy, or if, in the opinion of the facility, the records containing your health information are accurate and complete.  We will inform you in writing as to whether the amendment will be made or denied.  

If we deny the requested amendment, we will notify you in writing on how to submit a statement of disagreement or complaint or request inclusion of your original amendment request in your protected health information.

Right to an Accounting or List of the Disclosures.  You have the right to get a list of protected health information disclosures made other than for treatment, payment, health operations or as authorized by law.  This is also referred to as an accounting.  You must make a written request to the Privacy Officer to obtain this information.

No accounting will be made for disclosures made directly to you or under an authorization that you provided or those made to your family or friends.  The list will not include other disclosures, including incidental disclosures, disclosures we have made for national security purposes, disclosures to law enforcement personnel or disclosures made before April 14, 2003.
You may also request and receive an accounting of disclosures of electronic health records made for payment, treatment, or health care operations during the prior three years for disclosures made on or after (1) January 1, 2014 for electronic health records acquired before January 1. 2009, or (2) January 1, 2011 for electronic health records acquired on or after January 1, 2009.  

The first list you request within a 12-month period will be free.  You may be charged for providing any additional lists within a 12-month period.
Right to a Paper Copy of this Notice.  You or your representative has a right to a separate paper copy of this Notice at any time even if you or your representative has received this Notice previously.  Contact the Privacy Officer or obtain a copy of the corporation’s Notice on its website at www.bsjcorp.com.

Change to Privacy Practices and Complaints
We are required to follow the terms of the privacy notice currently in effect.  However, we reserve the right to change our privacy practices and make any such change applicable to the protected health information we obtained about you before the change.  If a change in our practices is material, we will revise this Notice to reflect the change.  We will send or provide a copy of the revised Notice.  

If you believe your privacy rights have been violated, you may file a complaint with us or the Secretary of the U.S. Department of Health and Human Services.  To file a complaint with us, put your complaint in writing and address it to the Privacy Officer listed below.  BSJ Corporation will not retaliate against you for filing a complaint.  You may also contact the Privacy Officer if you have questions or comments about our privacy practices.   
Questions and Contact Information
BSJ Corporation has designated the Assistant to the Executive Director as its Privacy Official. You may contact the Privacy Official at Bethany St. Joseph Corporation, 2501 Shelby Road, La Crosse, WI 54601 or 608-788-5700.
EFFECTIVE DATE:  This Notice is effective April 14, 2003.


HIPAA—Privacy   (2003) 



